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m‘“ sensor networks (WSNs) cleared the‘"?fosavariesyﬂmm
qpln:‘mon areas dunng the previous decade, includi ol ‘
B health and surroundings. This paved the ing remote m“ 'W
~ petworks (\WBANS), a new frontier Lo SIS ‘-'-
: in remote healtncare A the population ages. there is
- ansing need for medical treatment that may be delivered to patients’ homes. WEAN
provides 10us need at a cheap cost and with a high degree of rlexsbmty WBAN's
E - fupctiioning nature does not limit its users' daj Iy activities, and owing to its mobile
i mare (@ has gamered siguificant popularity in healtheare in a very short period of
| tme Nowadays crypiography is widely used to protect data from threat, and by
- guasing wireless sensor networks, data can be further protected. These networks
[ provide replaving action against a variety of issues, as wel. as the ability 1o access data
| from anvwhere to anywhere. Additionally, these wireless sensor networks will protect
| medical data from threat by storing it in three servers and utilising some cryptographic
b algorithms. This way, only authorised individuals wil! have access to the data. while the
! others will 1emain naccessible. ensuring that the data remains secure from assault
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