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Abstract:  Signature verification plays a significant role in many 
biometric authentication places. Many financial institutes 
require a robust signature verification process for check 
clearance, loan sanction, processing, pension relation 
documents, etc. Expert forgeries make it hard to authenticate an 
individual's identification based on signatures. Typically, this 
occurs when the forger understands the user's intricate features 
of the signature and strives to mimic it. Online signature 
verification approaches can extract various features such as 
keystrokes, pressure of the pointer, duration between the strokes 
and the lettering styles, so that verification becomes effective. 
However, the lack of these intricate details in offline signature, 
the authentication process becomes much more difficult. To 
address these issues, in this paper we propose deep learning-
based approaches for offline signature verification. In this 
regard, we have used ZFNet, LeNet and AlexNet architectures 
with CEDAR, BHSig20 and UTsig datasets for our extensive. 
experimentation. We propose a learning model in which the 
dataset consists of multiple genuine and forged signatures. 
Further, performance analysis of these techniques has been 
carried out. It was found that LeNet has provided better training 
and testing accuracy with above 82% performance. 
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I. INTRODUCTION 

The most basic form of identifying a person is their 
signature, consisting of strokes, shapes, and formats. This 
signature can authorize a cheque or document or conclude a 
letter as a proof of distinctiveness and intent. It serves as 
verification of a person's identity. A signatory or signer is 
the individual who makes a signature. Signatures have been 
an intriguing component of human civilization for a very 
long time. In our modern age, biometrics are used in every 
field for security purposes. A framework like this analyses a 
person based on physiological or behavioural features. 
Estimates of natural evidence qualities, such as the unique 
finger impression, face, exclusive iris, and so on.  
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Behavioural characteristics such as handwritten signature 
and voice are the latter part. In these two signatures, 
biometric frameworks are often used.  
Verification: In this situation, a biometric sample is 
provided by the user and confirms their identification; the 
verification system validates the user's authenticity. 
Identification: The major goal in this situation is to identify 
the individual from the provided batch.  
The signature verification system will automatically assess 
whether a biometric sample belongs to a claimed individual. 
Forgeries are classified into three kinds: 
1. Random forgeries: The unexpected forgery cases 
are in the imitator without any data about the client or 
signature data. The imitator Utilizes their signature to 
submit fabrication. The delivered sign differs in meaning 
and has a distinct style. Thus, these are the easiest to 
identify. 
2. Simple forgeries: Simple forgeries are the forgeries 
where the forger has an uncertain idea regarding the name; 
however, it is without the signature format. This case might 
look a little like the authentic signature; for most, those 
cases were in the clients' full signatures. 
3. Skill forgeries: Skill forgeries are those where the 
imitator can figure out the client's name used in the sign as 
well as the format of the client sign. They observe and focus 
on consistently repeating a similar mark. These forgeries are 
extremely accomplished and nearly identical to real 
signatures, and hands are difficult to distinguish. Signature 
verification frameworks are of two types: 
1. Online framework (dynamic): Whenever the 
signature is delivered, the pointer's movement is considered 
in the online technique. The algorithms employed here also 
look at the position, pressure used by the pen, speed of 
signature, and acceleration. These dynamic features are 
Distinctive to every person, and they're also rehashed 
Throughout the entire time duration. 
2. Offline framework (static): The technique utilised 
in offline signature verification is considerably different 
since the signature analysis can only be performed after the 
signature has been completed. The signature is shown here 
using computerised digital graphics. A system for 
verification of signature (SVS) assists an organisation in 
determining the validity of a wide range of legal documents. 
A handwritten signature is the simplest and most secure way 
of identification. Signatures have played an important role 
in a variety of industries, including financial, economic, and 
legal activities. 

II. LITERATURE SURVEY 

The paper by M.Abadi et al. [1] used TensorFlow for large 
scale ML(machine learning), while the paper by H.  
 
 
 


