
4/20/23, 11:04 AM Adversarial Deep Learning Models With Multiple Adversaries | IEEE Conference Publication | IEEE Xplore

https://ieeexplore.ieee.org/document/9544889 1/4

IEEE.org IEEE Xplore IEEE SA IEEE Spectrum More Sites

Conferences  > 2021 Third International Conf... 

Adversarial Deep Learning Models With Multiple Adversaries
Publisher: IEEE Cite This  PDF

N. Janapriya ; K. Anuradha ; V. Srilakshmi All Authors 

46
Full
Text Views

Cart 


Create
Account

   

Alerts
Manage Content Alerts 

Add to Citation Alerts 



Abstract

Document Sections

I. Introduction

II. Related Work

III. Framework

IV. Algorithm

V. Experimental Results

Show Full Outline 

Authors

Figures

References

Keywords

Metrics

More Like This


Downl

PDF

Abstract:Adversarial machine learning calculations handle adversarial instance age, producing bogus data information
with the ability to fool any machine learning model. As the wo... View more

Metadata
Abstract:
Adversarial machine learning calculations handle adversarial instance age, producing bogus data information with the
ability to fool any machine learning model. As the word implies, “foe” refers to a rival, whereas “rival” refers to a foe. In
order to strengthen the machine learning models, this section discusses about the weakness of machine learning
models and how effectively the misinterpretation occurs during the learning cycle. As definite as it is, existing methods
such as creating adversarial models and devising powerful ML computations, frequently ignore semantics and the
general skeleton including ML section. This research work develops an adversarial learning calculation by considering
the coordinated portrayal by considering all the characteristics and Convolutional Neural Networks (CNN) explicitly.
Figuring will most likely express minimal adjustments via data transport represented over positive and negative class
markings, as well as a specific subsequent data flow misclassified by CNN. The final results recommend a certain
game theory and formative figuring, which obtain incredible favored ensuring about significant learning models against
the execution of shortcomings, which are reproduced as attack circumstances against various adversaries.
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